Installing Forcepoint Certificate for Fire Tablet

With the Silk browser navigate to this webpage using the address bar in the
browser.

https://forcepoint.islipufsd.org

This brings up the Forcepoint splash page. This may appear differently if you
have already signed in and that is okay. The page that appears will have two
hyperlinks on them. One will say “download certificate” and the other will say
“installation instructions”. Left Click on Download Certificate hyperlink.
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FORCEPOINT

Islip UFSD Authentication

Please login with your network username.

Username: |Username |

Password: | |

IMPORTANT: If this is a personal device, please install the following security
certificate to your computeg. =] t icate authority folder to
avoid errors while browsing. Download Certificate Jinstallation Instructions



https://forcepoint.islipufsd.org/
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FORCEPOINT

Islip UFSD Authentication

Please login with your network username.

Username: |Username

Password: |

IMPORTANT: If this is a personal device, please install the following security
certificate to your computer's trusted root certificate authority folder to
avoid errors while browsing. Download Certificate Installation Instructions
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Cancel



Upon being prompted “Do you want to download iufsdfp-rootcert.cer?” tap
Download then open. This will open the download folder to make sure it is under
downloads and listed below my files.
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Now that you have downloaded the certificate above slide down on the top of the
screen to open the settings window and tap the settings gear.
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In the Settings Windows navigate to and tap to open Security and Privacy.
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Search

= Internet
* Wi-Fi, Airplane mode, Data Usage

Connected Devices
Bluetooth, USB, Printing

Apps & Notifications
Manage, Permissions, Default apps

Battery
33% - charging

Alexa
Hands-Free Mode, Screen lock access, Wake word, Communications

Display
Wallpaper, sleep, font size, Rotation, Blue Shade

Sound
Volume, Do Not Disturb

Storage
Manage your storage

Security & Privacy
Screen Lock, Administrators, Location Services

My Account

Profiles & Family Library
Add profile, Manage profiles

Parental Controls
App Pinning, Restrict Profile Access
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Then Navigate to and tap to open Credential Storage.
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<  Security & Privacy

When Hands-free Alexa is enabled and you have a PIN/password
set, you will still be able to access limited Alexa features without
unlocking your Fire. To change this, go to Alexa settings.
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Then Tap to open Install From SD Card.

550 M ADSS -

<  Credential Storage

Install from SD Card

nstall certificates from 5D card.

rusted Credentials

trusted CA certificates.

Clear Credential Storage

Remove all certificates.

Then tap iufsdfp-rootcert.cer file to install it.
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¢ Install from SD card

Download/iufsdfp-rootcert.cer




You will be asked to name the Certificate use the default name that appears
below, then choose credential use VPN and apps then click OK.

Name the Certificate
Certificate name:
iufsdfp-rootcert

Credential use:

VPN and apps

The package contains:

tificate

Then the certificate is installed and ready to use.

If you want you can check under trusted credentials, tap user and you can see the
installed certificate below.
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SYSTEM

Forcepoint NGFW Cluster (60c4562a25416000)




